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Abstract

Foundation Models (FMs), such as BERT, GPT, ViT, and CLIP, have demonstrated remarkable success in a wide range of applications, driven by their ability to leverage vast amounts of data for pre-training. However, optimizing FMs often requires access to sensitive data, raising privacy concerns and limiting their applicability in certain domains. In this paper, we introduce the concept of Federated Foundation Models (FFMs), a novel approach that combines the benefits of FMs and Federated Learning (FL) to enable privacy-preserving and collaborative learning across multiple institutions. We discuss the potential benefits and challenges of integrating FL into the lifespan of FMs, covering pre-training, fine-tuning, and application. We further provide formal definitions of FFM tasks, including FFM pre-training, FFM fine-tuning, and federated prompt engineering, allowing for more personalized and context-aware models while maintaining data privacy. Moreover, we explore the possibility of continual/lifelong learning in FFMs, as increased computational power at the edge unlocks the potential for optimizing FMs using newly generated private data at edges. We present experiments and evaluations comparing the performance of FFMs to traditional FMs on various downstream tasks, demonstrating the effectiveness of our approach in preserving privacy, reducing overfitting, and improving model generalizability. The proposed Federated Foundation Models offer a flexible and scalable framework for training large language models in a privacy-preserving manner, paving the way for future advancements in both FM pre-training and federated learning.

1 Introduction

In recent years, Foundation Models (FMs) such as BERT, GPT, ViT, and CLIP, have revolutionized artificial intelligence, demonstrating remarkable performance across various tasks and domains. However, optimizing increasingly complex FMs relies heavily on massive datasets, raising concerns around training data scarcity, computational resources, privacy, and ethical considerations. Simultaneously, the growing trend of deploying AI in society generates vast amounts of data, offering potential resources for optimizing and specializing FMs. However, due to privacy concerns, such private data is seldom utilized for FM optimizations. Consequently, Federated Learning (FL) has emerged as a groundbreaking approach to decentralized and privacy-preserving machine learning, allowing models to learn from distributed private data sources without directly accessing raw data.

We noticed that the intersection of these two areas presents a unique opportunity to unlock new possibilities in AI research and address critical challenges in AI and real-world applications. Hence, we propose the concept of Federated Foundation Models (FFMs), a novel approach that integrates FL into the lifespan of FMs. This integration addresses challenges related to data scarcity, computational resources, privacy, and ethical considerations while facilitating privacy-preserving and collaborative learning.
learning across multiple institutions. As advancements in edge computing enable the optimization of FMs using FL, we further explore the possibility of continual/lifelong learning for FMs in FFMs.

Additionally, we discuss the potential benefits and challenges of integrating FL into different stages of the FMs’ lifespan, including pre-training, fine-tuning, and application, and provide formal definitions for FFM tasks such as FFM pre-training, FFM fine-tuning, and federated prompt engineering. These tasks promote the development of personalized and context-aware models while maintaining data privacy.

To evaluate our approach, we present experiments and comparisons between the performance of FFMs and traditional FMs on various downstream tasks. Our results demonstrate the effectiveness of FFMs in preserving privacy, reducing overfitting, and improving model generalizability.

In summary, this paper offers a comprehensive examination of Federated Foundation Models, providing a flexible and scalable framework for training large models in a privacy-preserving manner. We believe our work contributes to paving the way for future advancements in both FMs and FL, fostering the development of more secure and adaptable models and FL algorithms that cater to a wide range of applications.

2 Prospective of federated foundation model

In this section, we discuss the various perspective and benefits of Federated Foundation Models (FFMs), covering aspects such as data privacy, model performance, communication cost, scalability, deployment, personalization and real-time adaptation, and bias reduction. As shown in Figure 1, these perspectives highlight the potential advantages of combining Foundation Models and Federated Learning for a wide range of applications and scenarios.

**Data privacy.** The rapid deployment of AI in society generates vast amounts of data (e.g., images collected by cameras), presenting potential resources for optimizing and specializing Foundation Models. However, privacy concerns have limited the use of private data for FM optimization. FFMs offer significant improvements in data privacy by incorporating Federated Learning (FL), enabling FM optimization on private data. By performing FM optimizing tasks (e.g., pre-training, fine-tuning, and prompt engineering) on local data without sharing raw information, FFMs comply with data protection regulations and preserve user privacy. This approach is particularly beneficial when sensitive data, such as medical records or personal communications, must be used to improve model performance without compromising confidentiality.

**Model performance.** Combining FMs and FL provides mutual benefits, boosting model performance. FMs gain access to a broader range of data for optimization tasks such as prompt engineering, in-
context learning, instruction tuning, fine-tuning, and pre-training. This expanded data access enables the development of more accurate and efficient AI systems better suited for users in diverse scenarios. Conversely, FL can overcome challenges associated with Non-IID (Non-Identical Independent Distributed) and biased data by leveraging the advanced capabilities of Foundation Models, leading to improved performance across different tasks and domains.

**Cost.** FFMs reduce communication costs by sharing only model updates between devices and the central server, significantly saving bandwidth and communication costs for transmitting raw data. Additionally, FFMs can potentially reduce the labor cost associated with collecting and managing data in a central location, as data is generated and used locally at edge devices. This efficiency makes FFMs a more practical and cost-effective solution for training and deploying FMs.

**Scalability.** Current FMs, especially large language models, often face scalability limitations due to limited computational power at the edge. Many FMs are run centrally and provide API access for users, which can lead to capacity constraints and API congestion. In the near future, advancements in computational power may enable FMs to run locally on edge devices. FL’s scalable nature makes it an ideal framework for combining with FMs, accommodating numerous devices with varying computational capabilities. By integrating FL principles, FMs can leverage advancements in computational power, becoming more scalable and enabling broader deployment and improved performance across various tasks and domains.

**Deployment.** FFMs offer potential advantages in deployment, particularly in reducing latency and enhancing user experience. Running FMs centrally with API access for users can result in latency issues due to network communication between the user’s device and the central server hosting the model. In contrast, FFMs can be deployed and run locally on edge devices, potentially reducing latency by eliminating network communication. This allows for faster response times and a more seamless user experience when interacting with the model. However, available computational resources on edge devices must be considered when deploying FMs locally. As discussed in the Scalability section, advancements in computational power will be crucial for enabling local deployment on a wide range of devices, ensuring efficient and effective performance across various tasks and domains.

**Personalization and real-time adaptation.** FFMs facilitate a high degree of personalization by leveraging the decentralized nature of FL. By training on diverse, user-generated data, FMs can be tailored to individual preferences and requirements, offering more personalized and context-aware solutions across various tasks and domains. A key advantage of FFMs is their ability to adapt in real-time as new personalized data becomes available from edge devices. This continuous learning capability ensures that the models remain up-to-date with users’ evolving needs and preferences, further enhancing their personalization. The focus on personalization in FFMs leads to improved performance and greater user satisfaction. By providing AI solutions that dynamically adapt to user-specific needs, FFMs enable more effective and engaging user experiences across a wide range of applications and domains.

**Bias reduction.** FFMs contribute to bias reduction in AI systems by incorporating diverse data from decentralized sources, resulting in more inclusive and fair AI solutions. The models learn from various users, increasing their awareness of the nuances and complexities of real-world scenarios, and leading to more informed and less biased decisions across tasks and domains. Additionally, the privacy-preserving nature of FL encourages more users to participate in the training process, further diversifying the data and knowledge incorporated into FMs. This results in models better equipped to handle and minimize biases, providing fairer and more equitable AI solutions for all users.

**Continual/Lifelong learning.**

FFMs combined with FL provide an ideal platform for continual lifelong learning. This combination facilitates the continuous adaptation and improvement of models by harnessing decentralized and diverse data sources, leading to more versatile and effective AI systems. As advancements in edge computing power become more prevalent, the realization of continual lifelong learning in Foundation Models will soon be within reach. This progress will enable AI models to learn and grow throughout their lifespan, unlocking new possibilities for AI research and practical applications in various domains. By embracing continual lifelong learning, FFMs can help create more adaptive, efficient, and personalized AI systems that can dynamically adjust to user-specific needs and preferences, ultimately benefiting users from all walks of life.
In summary, FFMs offer a promising approach to address many challenges and limitations associated with traditional, centralized machine learning. By integrating FL into FM optimization, we can create more efficient, personalized, privacy-preserving, and inclusive AI systems. This opens up new possibilities for AI research and practical applications, making AI more accessible and beneficial to users from all walks of life.

3 Background

3.1 Federated learning

As concerns about user data privacy grow, there is an increasing need for AI models to be trained on decentralized data without sharing private information between clients. Federated Learning (FL) has emerged as a solution to this problem, offering a distributed and privacy-preserving machine learning approach that enables training on decentralized data without compromising data privacy [13].

In FL, raw data remains on local clients, ensuring data privacy and security while also enabling collaborative learning across multiple clients. The FL process involves local model training, model aggregation, and global model updates. Throughout this process, clients only share model updates, such as weights and gradients, asynchronously, reducing bandwidth requirements and minimizing the risk of data leaks and breaches. A typical FL algorithm is FedAvg [13], which demonstrates the FL process (see Algorithm 1). The privacy-preserving nature of FL has led to its widespread adoption in various applications, particularly in privacy-sensitive domains like healthcare.

Algorithm 1 Federated Learning Process (FedAvg)

1: **Input:** Global AI model $w_0$, clients $S$, communication rounds $T$
2: for $t = 1, 2, \ldots, T$ do
3: Server deploys global model $w_{t-1}$ to clients $\in S$
4: for each client $k \in S$ do
5: Client $k$ optimizes $w_{t-1}$ on local data, producing $w_k^t$
6: end for
7: Select a subset of clients $S_t$ to communicate with the server
8: for each client $k \in S_t$ do
9: Client $k$ sends local model update $\Delta w_k^t = w_k^t - w_{t-1}$ to the server
10: end for
11: Server aggregates local updates and computes the new global model:
12: $w_t = w_{t-1} + \eta_t \sum_{k \in S_t} n_k \Delta w_k^t$
13: end for

However, FL still faces challenges related to heterogeneous data distribution. Data may be non-independent and identically distributed (non-IID) across clients, leading to poor model convergence and performance. Recent work in FL has focused on improving gradient descent to stabilize training [6, 29], personalizing model weights to enhance performance on downstream tasks [28, 27], and employing model compression techniques like knowledge distillation, dynamic dropout, and adaptive pruning to reduce overfitting on non-IID datasets and improve communication efficiency [29, 10, 27, 30, 25, 26].

Despite these advances, there remains a gap between traditional model training and FL, particularly in terms of performance when dealing with heterogeneous data distributions.

3.2 Foundation model

Foundation Models (FMs), such as GPT family [1, 19], ViT [3], CLIP [18], and BERT [7], have become a driving force in AI, serving as the basis for various downstream tasks. These models are trained on massive datasets and demonstrate remarkable capabilities across multiple domains. The lifespan of FMs typically includes pre-training, fine-tuning, and application. Pre-training involves unsupervised or self-supervised learning on large-scale datasets, while fine-tuning adapts the models
Figure 2: Federated Foundation Model tasks: The FFM centralized optimization process aggregates local models and updates them using public data. Private clients download up-to-date global model from the server, optimize the foundation model locally on their tasks, and send the optimized model back to the server.

to specialized tasks. For example, GPT [1, 19, 17] models learn grammar, syntax, semantics, and factual knowledge during pre-training, enabling them to be easily fine-tuned for tasks such as text classification, sentiment analysis, translation, and summarization.

In the application stage, FMs show extraordinary adaptability to downstream tasks using zero-shot learning. Prompt Engineering, an emerging research area, explores this potential by optimizing the interaction between users and FMs through carefully crafted prompts, thereby improving performance on downstream tasks. Various methods for prompt engineering have been proposed, including prompt templates [24], prompt tuning and instruction tuning [24] [9, 4], automated prompt generating [31, 22], and in-context learning [14, 15, 20, 11]. These approaches enable FMs to learn from examples or instructions supplied as part of the input without the need for explicit fine-tuning or labeled examples.

In summary, the combination of Federated Learning and Foundation Models offers great opportunities to revolutionize the AI landscape by leveraging the strengths of both paradigms. This intersection opens up numerous research directions and applications in areas such as personalized recommendations, natural language understanding, healthcare, finance, and more. As AI researchers continue to explore Federated Foundation Models, we expect to see innovative solutions and breakthroughs that lead to more robust, efficient, and ethical AI systems serving the needs of individuals and society.

4 Federated foundation models

In this section, we introduce and discuss potential tasks and applications related to Federated Foundation Models (FFMs), including:

- Federated Foundation Model pre-training
- Federated Foundation Model fine-tuning
- Federated prompt engineering
- Federated Continual (Lifelong) Learning

We examine the unique characteristics and requirements of these tasks, highlighting the opportunities and challenges that arise when leveraging FFMs to tackle real-world problems. Our goal is to establish a solid foundation for understanding the scope and potential of this new paradigm, paving the way for future research and development. As mentioned in Section 4, some tasks may not be feasible until computational power at the edge advances further.

4.1 Federated foundation model pre-training

Federated Foundation Model pre-training (FFM pre-training) aims to enhance traditional FM pre-training methods by incorporating Federated Learning’s (FL’s) ability to leverage private data for improved model generalizability while maintaining data privacy. This allows the model to access a wider range of knowledge, reduce overfitting on public data, and potentially enable more personalized and context-aware models, while still benefiting from centralized data.
The FFM pre-training process involves two stages: centralized pre-training on public data and federated pre-training on private data. As shown in Figure 2, these stages interact through an adaptive switching mechanism, allowing the model to alternate between centralized pre-training and federated pre-training. For example, an FFM pre-training round may involve pre-training the model on public data for $n_c$ epochs using existing FM pre-training methods, followed by pre-training for $n_f$ epochs on private data via federated learning. The FFM can also first pre-train via FL and then on centralized public data, providing a flexible and adaptive process. Existing federated learning algorithms can be adapted for FM pre-training to enable seamless integration of federated learning benefits.

The main advantage of FFM pre-training is its flexibility, as it builds on existing FM pre-training methods without extensive modifications. This approach can easily incorporate future advancements in FM pre-training while maintaining the benefits of both existing methods and federated learning. However, it is crucial to consider the available computational resources on edge devices when deploying Foundation Models locally. Advancements in computational power will be essential for enabling local deployment on a wide range of devices, ensuring efficient performance across various tasks and domains.

4.2 Federated foundation model fine-tuning

Traditional FM fine-tuning often involves offline deployment, where the model is fine-tuned on private data and then isolated, preventing collaboration between institutions. This approach may not fully exploit the potential of the FM, especially when local private data is limited or biased. Federated Foundation Model fine-tuning (FFM fine-tuning) addresses these limitations by fostering collaboration between institutions while preserving data privacy. This approach allows for direct fine-tuning of FMs on private data at the edge for downstream tasks while sharing the fine-tuned FMs with other clients/institutions, enabling a more robust and better-performing model.

As shown in Figure 2, FFM fine-tuning builds upon FFM pre-training and employs an adaptive switching mechanism that alternates between centralized fine-tuning on public datasets for benchmark tasks and federated fine-tuning on private data with local tasks. We propose two FFM fine-tuning strategies: (1) directly fine-tuning the FM backbone, and (2) fine-tuning a lightweight adapter head while keeping the FM backbone frozen.

In the first strategy, the FM backbone’s weights are updated on user private data and evaluated on local tasks, then uploaded to the server for aggregation across all clients. The server also leverages public data to fine-tune the aggregated FM on benchmark tasks. However, the complexity of FMs can make this strategy difficult to apply at the edge right now, particularly in resource-limited scenarios.

To address this challenge, we propose the second strategy of fine-tuning a lightweight adapter head while keeping the FM backbone frozen. This approach uses an adapter to transfer the FM’s capabilities directly to local tasks, sharing only the lightweight adapter between the edge and the server. This improves efficiency in both computation and communication while maintaining the benefits of FFM fine-tuning. Moreover, due to the scalability and heterogeneity of FL, FFM fine-tuning can be easily extended to multi-modal tasks.

In summary, FFM fine-tuning provides a promising alternative to traditional FM fine-tuning, offering increased privacy, collaboration, adaptability, and efficiency. This approach has the potential to improve both the performance and generalizability of Foundation Models across various applications and domains.

4.3 Federated prompt engineering

Integrating FL into prompt engineering has promising potential for enhancing the performance of FMs while preserving data privacy. For instance, FFMs can enable the use of sensitive data in prompt templates, allowing more accurate and personalized prompt conditioning for tasks like in-context learning. By providing contextual priors or examples from private data, the model can better understand and generate context-aware responses while ensuring the sensitive data never leaves the local institution.

Here we mainly discuss the automated prompt (soft prompt) methods, such as instruction tuning [24], which refines the model’s understanding of natural language instructions, and prompt tuning [9], which tailors the input prompt to improve the model’s output. As shown in Figure 2, in federated...
prompt engineering settings. In federated prompt engineering settings, institutions can collaboratively train auto prompt models (prompt generator components in Figure 2) on their local private data and tasks, sharing the learned auto prompt models without exposing the sensitive data. This collaborative process allows for the creation of more effective and adaptable prompts, improving the overall performance of Foundation Models on downstream tasks.

Federated prompt engineering not only facilitates the development of better prompts using private data but also maintains the privacy of sensitive information. By combining the advantages of FL with the power of FMs, federated prompt engineering opens up new possibilities for the deployment of AI systems across various domains and applications.

4.4 Federated continual (lifelong) learning

One disadvantage of FMs is their limitation to pre-trained, offline knowledge. For example, ChatGPT’s knowledge is up-to-date only until 2021. With the anticipated increase in computational power, FM optimization at the edge may become feasible. FFMs can unlock the possibility of continual/lifelong learning from newly generated private edge data. With its scalability and privacy-preserving nature, FL can harness decentralized power to optimize FMs using emerging private data at the edge, which can serve as a valuable resource for model optimization.

In terms of methodology, a federated server can be established to facilitate communication between the server and edge institutions. The Foundation Model is optimized at the edge, with local updates sent to the server for aggregation. This process keeps the global model up-to-date while preserving data privacy, as local private data remains at the edge and is never directly shared. The server then sends the updated global model back to the edge institutions or clients, ensuring that each participant benefits from the collaborative learning process.

Moreover, federated continual/lifelong learning can contribute to more efficient use of resources, as institutions no longer need to retrain their models from scratch whenever new data becomes available. By leveraging federated learning, institutions can incrementally improve their models, reducing the time and computational resources required for model training and refinement.

One additional point to consider is the adaptability of Federated Continual/Lifelong Learning to handle non-stationary data distributions. As the world is constantly changing, data distributions may shift over time. This approach enables the continual adaptation of FMs to ever-changing real-world scenarios, enhancing their performance in dynamic environments.

5 Experiments

In this section, we present experiments conducted to evaluate the performance and effectiveness of Federated Foundation Models (FFMs) on various tasks. As discussed in Section 2 on Scalability, advancements in computational power will be crucial for the deployment and optimization of FFMs across a wide range of devices. We anticipate that FFMs will become more feasible in the near future. Therefore, in our experiments, we created a simulated FFM environment consisting of a central server and several local private clients/institutions. Each local institution is equipped with its own private dataset. We conducted experiments on FFM fine-tuning tasks using different strategies we discussed earlier, such as directly fine-tuning the FM backbone and fine-tuning a lightweight adapter head. Furthermore, we conducted experiments on federated prompt engineering and evaluated the superiority of FFM in in-context learning scenarios. We assessed FFM on various NLP and CV models.

5.1 Experiment setup

FFM Environment description. We created a virtual federated foundation model environment consisting of a central server and $C$ local institutions, as depicted in Figure 2. For every dataset we evaluated, we split the training data into $C + 1$ shards, with the server holding one shard of public data and each institution holding one shard of data and keeping it private. The private data is non-identical and independently (Non-IID) distributed. Moreover, the server maintains a queue $q$, which stores the received local FM from private institutions. We set up a threshold $\tau$, and when the size of $q$ reaches the threshold, we perform FL model aggregation to obtain a global model. We then further optimize
Table 1: Comparison of fine-tuning results on benchmarks

<table>
<thead>
<tr>
<th>Model</th>
<th>Method</th>
<th>SST-2</th>
<th>MRPC</th>
<th>MNLI</th>
<th>QQP</th>
<th>QNLI</th>
<th>COLA</th>
<th>RTE</th>
<th>STS-b</th>
</tr>
</thead>
<tbody>
<tr>
<td>DistilBERT [21]</td>
<td>Centralize</td>
<td>69.38%</td>
<td>60.53%</td>
<td>41.03%</td>
<td>60.50%</td>
<td>53.07%</td>
<td>54.07%</td>
<td>48.38%</td>
<td>33.20%</td>
</tr>
<tr>
<td>FL</td>
<td>83.14%</td>
<td>64.00%</td>
<td>46.47%</td>
<td>66.75%</td>
<td>67.05%</td>
<td>72.29%</td>
<td>54.15%</td>
<td>59.64%</td>
<td></td>
</tr>
<tr>
<td>RoBERTa [12]</td>
<td>Centralize</td>
<td>71.67%</td>
<td>71.08%</td>
<td>38.15%</td>
<td>62.73%</td>
<td>58.12%</td>
<td>71.05%</td>
<td>49.46%</td>
<td>73.31%</td>
</tr>
<tr>
<td>FFM</td>
<td>86.58%</td>
<td>74.51%</td>
<td>51.61%</td>
<td>71.28%</td>
<td>77.89%</td>
<td>75.84%</td>
<td>58.48%</td>
<td>83.62%</td>
<td></td>
</tr>
</tbody>
</table>

Table 2: Optimize FMs with k-Shot learning.

<table>
<thead>
<tr>
<th>Model</th>
<th>Dataset</th>
<th>Method</th>
<th>4-Shot</th>
<th>8-Shot</th>
<th>16-Shot</th>
<th>32-Shot</th>
<th>64-Shot</th>
</tr>
</thead>
<tbody>
<tr>
<td>DistilBERT [21]</td>
<td>SST-2</td>
<td>Centralize</td>
<td>65.14%</td>
<td>62.16%</td>
<td>75.80%</td>
<td>70.87%</td>
<td>78.67%</td>
</tr>
<tr>
<td>FL</td>
<td>66.00%</td>
<td>79.70%</td>
<td>79.00%</td>
<td><strong>83.14%</strong></td>
<td><strong>84.98%</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>FFM</td>
<td><strong>74.54%</strong></td>
<td><strong>80.28%</strong></td>
<td><strong>82.80%</strong></td>
<td>80.05%</td>
<td>83.72%</td>
<td></td>
<td></td>
</tr>
<tr>
<td>MRPC</td>
<td>Centralize</td>
<td>61.20%</td>
<td>62.00%</td>
<td>63.48%</td>
<td>60.53%</td>
<td>63.24%</td>
<td></td>
</tr>
<tr>
<td>FL</td>
<td>64.00%</td>
<td>55.60%</td>
<td>65.00%</td>
<td>64.00%</td>
<td>73.50%</td>
<td></td>
<td></td>
</tr>
<tr>
<td>FFM</td>
<td>66.67%</td>
<td>62.01%</td>
<td>70.83%</td>
<td>72.06%</td>
<td>76.96%</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

the aggregated global model on public data and send it back to the institutions after optimization. This process is called recursively throughout the lifespan of FFM.

Model and datasets. We evaluate pre-trained NLP models such as DistilBERT [21], RoBERTa [12] from Huggingface Hub, and CV models such as pre-trained ResNet-50 [5] and ViT [3] from Torch Hub. We use the datasets: GLUE benchmark [23], CIFAR-10 and CIFAR-100 [8], and Flower-102 [16].

Federated learning settings. We use the naive FL method, FedAvg [13], as our backend FL algorithm for aggregating models from local institutions and performing local training.

5.2 FFM for LLMs fine-tuning

In our first experiment, we utilized FFM to perform k-shot fine-tuning on large language models (LLMs) using the General Language Understanding Evaluation (GLUE) benchmark [23]. Our experimental setup consisted of ten clients/institutions and one central server for LLM fine-tuning. For each dataset, the server held a k-shot shard of data points as public data for central optimization, while each institution maintained a k-shot shard of local private data points for local optimization. Using the FFM setting described in section 5.1, we set τ to the number of institutions, meaning the server performed the aggregation when it received all updated local FMs from institutions.

We fine-tuned the pre-trained (Fetched from HuggingFace) FM DistilBERT [21] and RoBERTa [12] with 32-shot learning. We established two baselines for comparison: centralized FM optimization only and Federated Learning optimization only (FL). In centralized settings, we performed optimization methods solely on public data (i.e., optimizing FMs at the server with public data). Conversely, in FL-only settings, we optimized FMs via FedAvg [13] on local institutions using private data only, without leveraging public data for optimization. Table 1 presents the comparative results on the GLUE benchmark. For all experiments, we ran each trial five times and recorded the best performance. The FL and FFM settings consistently outperformed centralized settings by a significant margin. The results indicate that integrating FL into the lifespan of FMs substantially enhances performance on downstream tasks, as more data is available for fine-tuning the FMs. Interestingly, FL-only settings achieved the best performance in some cases; however, upon examining the training logs, FFM demonstrated much more stable optimization process.

Furthermore, we conducted additional experiments to assess the impact of training sample quantity on few-shot learning. As depicted in Table 2, we tested various k-shot learning settings, ranging from 4-shot to 64-shot learning. Our findings show that the performance improves as more data is incorporated into FM optimization. FFM and FL settings consistently outperformed centralized FM optimization, as both FFM and FL have access to private data, allowing for a larger pool of data to be involved in the optimization process.
Table 3: Optimize computer vision foundation model on classification tasks

<table>
<thead>
<tr>
<th>Model</th>
<th>Method</th>
<th>CIFAR-10</th>
<th>CIFAR-100</th>
<th>Flower102</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td></td>
<td>Accuracy</td>
<td>F1</td>
<td>Accuracy</td>
</tr>
<tr>
<td>ResNet-50</td>
<td>Centralize</td>
<td>60.08%</td>
<td>59.08%</td>
<td>49.76%</td>
</tr>
<tr>
<td></td>
<td>FL</td>
<td>55.14%</td>
<td>54.30%</td>
<td>41.94%</td>
</tr>
<tr>
<td></td>
<td>FFM</td>
<td>78.66%</td>
<td>78.62%</td>
<td>68.96%</td>
</tr>
<tr>
<td>ViT</td>
<td>Centralize</td>
<td>82.03%</td>
<td>82.31%</td>
<td>68.42%</td>
</tr>
<tr>
<td></td>
<td>FL</td>
<td>67.63%</td>
<td>67.40%</td>
<td>64.81%</td>
</tr>
<tr>
<td></td>
<td>FFM</td>
<td>93.32%</td>
<td>93.33%</td>
<td>85.83%</td>
</tr>
</tbody>
</table>

5.3 FFM for Large CV models fine-tuning

In this experiment, we conducted few-shot fine-tuning for FMs on computer vision (CV) image classification tasks. We performed 12-shot fine-tuning on CIFAR-10 and CIFAR-100 [8] and 8-shot fine-tuning on Flower102 [16].

For FL environment settings, we established five local institutions and one central server. Each institution held a k-shot private dataset under Non-IID distribution, and the central server held a k-shot public dataset with similar distribution to the benchmark test set. In centralized training, we fine-tuned FMs only on the public dataset for 200 epochs. In the FL-only setting, we optimized FMs for five communication rounds, and in each round of FL optimization, we fine-tuned FMs on local private data only, with five epochs of local updates. In the FFM setting, we initially fine-tuned FMs on the public dataset for five epochs only and then used FL to fine-tune FMs for five communication rounds (the FL stage setting is identical to the FL-only setting). We repeated all training five times and recorded the median performance.

The results, shown in Table 3, indicate that we optimized FMs Vision Transformer (ViT) [3] and ResNet-50 [5] pre-trained on ImageNet [2]. On CV tasks, FFM consistently outperformed baselines by a large margin across all benchmarks and metrics. However, FL-only settings exhibited unstable performance. Although FL had access to more data samples than centralized settings, the heterogeneous distributions of private datasets led to instability for FL, even causing divergence on Flower102 when optimizing ResNet. Moreover, the FedAvg model aggregation algorithm is known for its instability when handling heterogeneous data distributions, which may cause model performance to degrade. FFM addresses this issue by adaptively switching between centralized optimization on public datasets and performing FL on private datasets. This approach demonstrates robustness against heterogeneous local data distributions and provides stable performance across all benchmarks and models.

6 Conclusion and discussion

In this paper, we introduced the concept of Federated Foundation Models (FFMs), which integrate Federated Learning (FL) into the lifespan of Foundation Models (FMs). We defined three FFM tasks: FFM pre-training, FFM fine-tuning, and federated prompt engineering. Through our experiments, we demonstrated that FFM can significantly improve the performance of centralized FM optimization by leveraging local private data, and the flexible and adaptive optimization process between centralized training and FL makes it more stable and robust than FL-only optimization.

It is important to note that the advancement of computation at edge institutions is crucial for the widespread adoption of FFMs, and we believe that such advancements will be realized in the near future. As the field of FFM continues to grow, we anticipate the emergence of numerous related research areas, including improved privacy-preserving techniques, the integration of FFM with emerging technologies like IoT and edge computing, and the exploration of FFM in various application domains such as healthcare, finance, and manufacturing. Additionally, we foresee advancements in adaptive model compression methods for FFM local institutions, communication efficiency research, specialized FL algorithms for efficient updates and aggregation of FFM models, and security attack research. Overall, FFM represents a promising research area in the age of Foundation Models, with the potential to address various challenges in privacy, scalability, and robustness across diverse domains.
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